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EXECUTIVE SUMMARY

Backaround

The New York City Department of Environmental Protection (DEP)
supplies 1.35 hillion gallons of drinking water to more than seven million City
residents and to one million water usersin four upstate counties. DEP daily treats an
average of 1.27 billion gallons of wastewater at 23 wastewater treatment facilities. It
finances the maintenance, growth, and rehabilitation of the water and sewer systems
through revenue from water and sewer fees paid by consumers. Findly, DEP
enforces provisions of the City Administrative Code that regulate air, noise,
hazardous materials, and asbestos abatement.

The DEP centra data center, located at DEP headquarters, supports the main
local area network (LAN). The central data center also connects to smaller bureau
data centers within the agency, such as those for the Bureaus of Wastewater
Treatment, Environmental Engineering, and Water and Sewer Operations. Users
can connect to LAN applications that include the Automated Complaint System and
the Facilities Information Tracking system.

The DEP Management Information System division (MI1S) is responsible for

developing, maintaining, and supporting application software and for operating the
data center.

Objectives
Our audit objectives were:

To review the adequacy of the central data center’s physical and system
Security.



To determine whether computer operations and contingency plans are
adequate and have been tested in compliance with Comptroller’s Directive
#18 (Directive 18), the City Department of Investigation’s (DOI) Sandards
for Inventory Control and Management, and the Federal Information
Processing Standards (FIPS).

Scope and M ethodology

Audit fieldwork began in July 2001 and ended on January 2, 2002. To
achieve our objectives we:

Interviewed DEP personne;

Conducted awalk-through of the central data center;

Reviewed and analyzed data security controls,

Reviewed DEP' s Computing and Networking Policy and Procedures,
Evauated DEP s network disaster recovery controls;

Reviewed DEP s Internet Security Architecture Plan;

Tested DEP compliance with FIPS;

Tested DEP compliance with Directive 18; and

Tested DEP compliance with the DOI Sandards for Inventory Control and
Management.

This audit was conducted in accordance with generally accepted government
auditing standards (GAGAYS) and included tests of the records and other auditing
procedures considered necessary. This audit was performed in accordance with the
City Comptroller’s audit responsibilities as set forth in Chapter 5, § 93, of the New
York City Charter.

Resaultsin Brief

The DEP centrd data center is not in compliance with certain requirements
of Directive 18, FIPS, and DOI inventory control policies. Specifically, the data
center is not monitored 24 hours a day, and a fire extinguishing system has not been
installed. In addition, the log-on access of 81 inactive or former employees has not
been disabled, and DEP has no procedures to document, review, and follow up on
network-security access violations. Moreover, proper inventory procedures have not
been established to ensure that all computer equipment is accounted for, and DEP
has not installed filtering software to reduce the risk of users accessing
inappropriate web sites.
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Recommendations

The report contains 14 recommendations, the most critical of which are
listed below. DEP management should:

Test the data center’ s UPS equipment regularly.

Identify and terminate inactive user accounts.

Require that all server passwords be changed every 42 days.
Eliminate unnecessary generic accounts.

Complete and formally approve a disaster recovery plan (for the
network and software). Once the plan is completed and approved,
DEP should periodically test it and document the results to ensure
that the plan functions as intended and is adequate to quickly resume

computer operations without material loss of data.

Install a security filtering system or firewall on all PCswith Internet
access.

Agency Response

The matters covered in this report were discussed with officials from the
DEP during and at the conclusion of thisaudit. A preliminary draft report was sent
to DEP officials and discussed at an exit conference held on April 11, 2002. On
April 23, 2002, we submitted a draft report to DEP officials with arequest for
comments. We received awritten response DEP on May 7, 2002. DEP generdly
agreed with the audit’s finding and recommendations and has started implementing
some of the recommendations.

The full text of DEP comments is included as an Addendum to this report.
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INTRODUCTION

Background

The New York City Department of Environmental Protection (DEP) supplies 1.35 hillion
gdlons of drinking water to more than seven million City residents and to one million water usersin
four upstate counties. DEP daily treats an average of 1.27 hillion galons of wastewater at 23
wastewater treatment facilities. It finances the maintenance, growth, and rehabilitation of the water
and sewer systems through revenue from water and sewer fees paid by consumers. Finaly, DEP
enforces provisions of the City Administrative Code that regulate air, noise, hazardous materials,
and asbestos abatement.

The DEP central data center, located at DEP headquarters, supports the main local area
network (LAN). The central data center also connects to smaller bureau data centers within the
agency, such as those for the Bureaus of Wastewater Treatment, Environmental Engineering, and
Water and Sewer Operations. Users can connect to LAN applications that include the Automated
Complaint System and the Facilities Information Tracking system.

The DEP Management Information System divison (MIS) is responsible for developing,
maintaining, and supporting application software and for operating the data center.

Objectives
Our audit objectives were:

To review the adequacy of the central data center’s physical and system security.

To determine whether computer operations and contingency plans are adequate and
have been tested in compliance with Compitroller’s Directive #18 (Directive 18), the



City Department of Investigation's (DOI) Sandards for Inventory Control and
Management, and the Federal Information Processing Sandards (FIPS).

Scope and M ethodology

Audit fieldwork began in July 2001 and ended on January 2, 2002. To achieve our
objectives we:

Interviewed DEP personnd;

Conducted a wak-through of the central data center;

Reviewed and analyzed data security controls;

Reviewed DEP s Computing and Networking Policy and Procedures,

Evaluated DEP s network disaster recovery controls;

Reviewed DEP s Internet Security Architecture Plan;

Tested DEP compliance with FIPS;

Tested DEP compliance with Directive 18; and

Tested DEP compliance with the DOl Sandards for Inventory Control and
Management.

This audit was conducted in accordance with generaly accepted government auditing
standards (GAGAS) and included tests of the records and other auditing procedures considered
necessary. This audit was performed in accordance with the City Comptroller's audit
responsibilities as set forth in Chapter 5, § 93, of the New Y ork City Charter.

Agency Response

The matters covered in this report were discussed with officials from the DEP during and at
the conclusion of thisaudit. A preliminary draft report was sent to DEP officials and discussed at
an exit conference held on April 11, 2002. On April 23, 2002, we submitted a draft report to DEP
officials with arequest for comments. We received a written response DEP on May 7, 2002. DEP
generally agreed with the audit’ s finding and recommendations and has started implementing some
of the recommendations.

The full text of DEP comments is included as an Addendum to this report.
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FINDINGSAND RECOMMENDATIONS

The DEP central data center is not in compliance with certain requirements of Directive 18,
FIPS, and DOI inventory control policies. Specifically, the data center is not monitored 24 hours a
day, and a fire extinguishing system has not been ingtalled. In addition, the log-on access of 81
inactive or former employees has not been disabled, and DEP has no procedures to document,
review, and follow up on network-security access violations. Moreover, proper inventory
procedures have not been established to ensure that al computer equipment is accounted for, and
DEP has not ingtalled filtering software to reduce the risk of users accessng inappropriate web
Stes or downloading viruses.

Noncompliance with Directive 18 and FIPS

Weaknessesin Physical Security

DEP has not ingtalled a security system to continuoudy monitor the data center. Data
centers are normally equipped with survelllance cameras or darm systems that can be used to
monitor data center activity and alert management when unauthorized individuals attempt to access
the data center. In addition, the entrance door to the data center can be opened with a regular door
key that can easily be copied. Moreover, athough the data center had portable fire extinguishers
and smoke detectors, it was not equipped with a fire extinguishing system. Directive 18, § 7.4,
states:

“Controls for limited access spaces housing the agency’s most
sengitive equipment, typically a computer room, data center or
hubsite, include: (1) Entry restriction only to authorized personnel.
Available systems vary grestly in sophistication, ranging from smple
key card, to biometric access devices, some can deny access to even
authorized personnel during specific periods, some can record the
identity, for later review, of al persons entering and leaving, some
will sound audible intruder alarms. (2) Humidity and temperature
detection devices with aarms, smoke detectors. (3) Fire
extinguishing systems.”

Physical security controls such as swipe cards, surveillance cameras, darm systems, and fire

extinguishing systems represent the most basic protection for unauthorized access to the data center
and for the prevention of theft or destruction of equipment.

UPS Equipment not Tested Periodically

In accordance with Directive 18, DEP installed uninterruptable power supply (UPS) units at
the data center to keep equipment running or shut it down in an orderly fashion if electric power is
cut off for any reason. However, DEP does not test its UPS systems periodically, in accordance with
FIPS31 § 3.1, which states. “appropriate steps should be taken to assure that the quality and
reliability of electric power will satisfy the needs of the facility.”



System Access

L og-in Access of | nactive and For mer
Employees not Adequately Controlled

DEP has not deleted network log-in access privileges for its former employees. In October
2001, 81 inactive or former employees had active user accounts, athough the City Payroll
Management System database showed that these employees were no longer employed, were
terminated, or were on extended leave. The failure to delete these user accounts is contrary to
Directive 18, 8§ 8.1.2, which requires “deactivation of inactive user accounts and accounts for
employees whose services have terminated.”

Users Allowed Unlimited L og-in Attempts

DEP's system does lock out users who have made five unsuccessful attempts to log-on to
the system; however, after each set of five unsuccessful attempts, an individual need wait only 10
minutes before trying to log-on again.  FIPS 112 states:

“The number of alowed password entry attempts (retries after an
incorrect password entry) shdl be limited to a number selected by the
Security Officer. The response to exceeding the maximum number
of retries shall be specified by the Security Officer.”

If the number of log-on attempts is not restricted, there is an increased risk of unauthorized
access to the system.

MI1S Administr ative Access

Eighteen MIS administrators (domain administrators) have specia privileges to create,
delete, and modify user and group information. Giving this level of access to so many people
increases the risk of damage, removal, or ateration of critical files or programs, which could
ultimately impair network and agency operations.

Shared Passwords

Unique local passwords should be assigned to each local server to limit user access to the
loca servers, thereby minimizing the risk of unauthorized access to critical files and programs.
However, 16 of DEP's 23 loca servers have the same password. Thus if an unauthorized user
ganed access to one of these servers, that individual would have access to al 16 servers. In
addition, two other local servers had passwords that were set to expire in 49,710 days, the other 21
servers required the passwords to be changed every 42 days. Directive 18 dtates, “password
management includes insuring that users are forced to change passwords periodically.”



Excessve Number of Generic Accounts

As of October 4, 2001, there were 476 generic log-on accounts on the system. These
accounts included ones with names as smple as “User 1,” “User 2,” and “Auditor.” Generic
accounts allow multiple users to log on to the system under one user name. By including so many
generic accounts in the system, DEP cannot track individual user activity or prevent unauthorized
access to sendtive system data.

Security Violations not Adequately Monitored

DEP has no procedures to monitor security violations on its network. Such procedures, if
followed, would help the agency identify patterns of violations and ensure that when needed, proper
controls are instituted to prevent unauthorized access to the system. These procedures would be
easy to implement, since Windows NT has a built-in function that allows for the tracking of security
violations. Directive 18, § 11.5, states:

“A record of the physical and logical security violations detected by
software controls and other monitoring procedures must be reported
to senior management. The most serious security violations should
be reported to executive management. A review of security
violations will highlight unresolved problems or weaknesses in
internal controls and may show patterns of failure and abuse
requiring remedial action.”

Disaster Recovery Plan

DEP's disaster recovery plan is not complete, not formally approved, and not periodically
tested. Directive 18 states that agencies should establish a written disaster recovery plan that should
be a “forma plan for the recovery of agency operations and the continuation of business after a
disruption due to a major loss of computer processing capability.” Specificaly, DEP s disaster plan
does not include critica information, such as the names, telephone numbers, and specific
responsibilities of each individua to be contacted in case of a disaster; the order in which systems
are to be reinstated; a list of equipment and software supply agreements; and provision for an
alternative-processing site.



I nventory Weaknesses

DEP does not maintain a complete and accurate list of al computer equipment installed at
the agency. Specificaly, the existing list does not aways include a complete description of the
equipment, such as the type of equipment, the manufacturer, and the model number. In fact, for
1,148 pieces of equipment, the description column on the inventory records was left blank, making
it difficult to account for the equipment.®  DEP did not perform an annual inventory of its installed
computer equipment. Directive 18 states “physica inventories should, at a minimum, be conducted
annualy to insure that actual equipment matches the inventory records. All discrepancies must be
resolved.”

Also, DEP does not maintain an up-to-date inventory of its software licenses. Directive 18 §
4.1 0.1 states:

“The first step in evaluating the information processing environment
isto . .. identify the automated systems and software products that
support each business function, including the numbers and types of
software licenses owned and in use.”

Maintaining an up-to-date list of software licenses is important to DEP's ability to track
software use and to ensure that only licensed software is being used on agency systems.

Moreover, DEP does not maintain inventory records of new computer equipment that has
not yet been installed.  Accordingly, DEP inventory practices do not comply, even at the basic
level, with the DOI Sandards for Inventory Control and Management, which lists inventory
guidelines for al City agencies. These guidelines require that agencies maintain inventory records
to deter and detect the loss of inventory. Specificaly, the guidelines state that: “records present a
complete picture of the ‘who, what, when, and why’ of a transaction from initiation to completion.
Records demondtrating less than this are not adequate.” The guidelines further state that “a
perpetua inventory system is established to maintain an up-to-date count of al items in the
inventory. A running balance of the goods on hand is maintained by the timely recording of the
guantities of incoming and outgoing orders.”  Finally, the standards require annual physical counts
to confirm the accuracy of the perpetua records.

I nter net Connectivity

Under DOI System Security Standards, City agencies that plan to provide agency-wide
Internet access must submit a proposa to DOI for gpproval. DEP submitted its Internet Security
Architecture Plan to DOI and received approval in a letter dated June 12, 2001. According to the
approved plan, DEP will establish outbound Internet access for its staff and inbound Internet access
for the public. The functions that will be available are in the early stages of development.

1 Normal ly, we compare the Agency inventory list to the Fixed Asset Inventory Report on the Integrated Financial

Management System’s (IFMS) for capital fund purchases made prior to July 1, 1999 and to the Financial Management
System’s (FMS) Fixed Asset Inventory Report for capital fund purchases subsequent to June 30, 1999. The starting
point for such atest isthe agency’slist of equipment. However, since DEP' slist was missing critical information, the
review of the IFM S and FM S reports could not be performed.



Currently, DEP provides limited Internet access to its staff through 33 stand-alone
computers. Internet access authorization is based on an individual’s need to perform specific job
functions. The agency’s computers, however, have virus protection but lack a security filtering
system or firewall to prevent user access to unauthorized Internet sites. Directive 18, 8 9.1, requires
that security software or firewall software be used to control and track access to Internet sites.

Recommendations

We recommend that DEP:

1

Restrict access to the central data center to authorized personndl by installing a
swipe card system or other access control device.

AgencyResponse:  “The entrance to the data center is equipped with a swipe
card system and is part of the facility-wide access control system. Inside the data
center, a key-lock door additionaly protects the Agency’s servers. While DEP
disagrees with the auditors' s observation that the data center is protected by the key-
lock only, DEP agrees that the existing swipe card system provides access to the
main data center area to more staff than is desirable. This is due to limitations of the
access control system. That system is being upgraded and will permit the assignment
of access privileges to a more restrictive set of individuals. The Department is also
relocating the servers area within the data center and will continue to provide
additional access control to that area.”

Install surveillance cameras or an alarm system to monitor the facility 24 hours a
day, seven days aweek.

Agency response: “A survelllance camera has historically been used to monitor
the entrance to the data center, but DEP agrees with the auditor’s recommendation
that cameras aso be used within the area. DEP has aready installed a camerainside
the main room and will locate additional cameras to specifically monitor the server
and network areas. The layout of the data center is being redesigned and the
additional cameras will be installed as that work progresses.”

Install afire extinguishing system in the data center.

Agency response: “The Department agrees with the auditor’'s observation that
the data center is protected by afire darm system and portable extinguishers, but has
no automatic extinguishing system. The Department is planning to have afire safety
evaluation performed of the area by a professional consultant who will be asked to
recommend an appropriate automatic extinguishing system. The Department plans
to act upon the consultant study to procure and ingtall an automatically activated
system.”




Test the data center’ s UPS equipment regularly.

Agency response: “The data center’s UPS is activated regularly during normal

operations in response to utility power dips and has been fully exercised during Y 2K

testing and subsequent planned shutdowns of power for internal building work. The

UPS is equipped with internal monitoring and status sensors and is checked on a
regular basis. However, the Department agrees that full-load testing of the unit has
not been regularly performed and will do so.”

Identify and terminate inactive user accounts.

Agency response: “On a monthly basis, the centra MIS unit reviews the data
center domain account list to identify non-deleted accounts for separated employees.
Of 81 accounts identified in the audit, 42 were accounts of employees whose
services had ceased subsequent to the start of the month (September 2001). Of the
39 accounts predating September, one employee was in fact actively employed and
al but 2 were last documented in non-termination classes (Leave of Absence,
Maternity Leave, Sick Leave, etc.). The Department agrees that domain accounts
should be disabled for employees who are on extended leave and will include this
review as part of the centra MIS monthly examination. The accounts identified in
the audit have been disabled or deleted as appropriate.”

Lock out system users after five unsuccessful attempts to log-on to the system.

Agency response: “The historica temporary lockout of accounts after
unsuccessful login attempts provides a high degree of protection against
unauthorized network access given the time that would be required to break a user
password. However, the Department agrees that locking accounts until proactively
reactivated by a domain administrator will further enhance security and has aready
implemented this change.”

Review the appropriateness of permitting as many as 18 MIS personnel to have
unlimited network access.

Agency response: “Agency MIS functions are largely decentralized among
centra MIS and operating Bureau technical daff. The number of network
administrators is a function of that decentrdization. While the number of
administrators required in a decentralized environment is larger than necessary in a
centralized one, the Department agrees that the number can be reduced and is
evaluating administrative privileges across the network to limit such accessto as few
personnel as necessary.”

Assign a unique password to each server.



10.

11.

12.

13.

Agency response: “The Department agrees with this recommendation and is
assigning unique passwords to data center member server local administrator
accounts.”

Require that all local server passwords be changed every 42 days.

Agency response: “The Department agrees with this recommendation and has
modified the expiration of passwords for the two servers.”

Eliminate unnecessary generic accounts.

Agency response: “Domain accounts not associated with specific individuals
include those automatically created by system and network software to support
system services, those established for employee training purposes, specid
workstation needs such as shared scannergprinters, and other operating
requirements. The Department agrees that the number of these accounts is larger
than desirable and is evaluating al ‘generic’ accounts to reduce this number to the
minimum necessary.”

Establish formal procedures to document and report network access violations, and
review and follow up on al reported access violations.

Agency response: “The Department agrees with this recommendation and plans
to implement new security hardware, software and forma policies/procedures in
Fiscal 2003 that comply with Citywide security infrastructure guidelines issued by
the Depatments of Investigations and Information Technology and
Telecommunications. This project, aready submitted to the City’s Technology
Steering Committee and based upon a plan approved by DOI/Dol TT, will enable the
Department to provide network based Internet access and will augment existing
internal security controls.”

Complete and formally approve a disaster recovery plan (for the network and
software). Once the plan is completed and approved, DEP should periodicaly test it
and document the results to ensure that the plan functions as intended and is
adequate to quickly resume computer operations without materia loss of data.

Agency response: “The Department had prepared planning documents for
contingency operations under system failure conditions and for network and systems
restoration from falure. These have been tested. The Department agrees that the
existing plans do not fully cover disaster contingencies and is preparing a disaster-
specific planning document that will be formally approved and periodically tested.”

Maintain a complete and accurate list of al computer equipment (including new
equipment not yet installed) and software licenses and perform an annua inventory
to ensure that the physical equipment matches the inventory records.



14.

Agency response: “The Department instituted a centralized inventory system in
Fiscal 2001 and has been working to improve its inventory functions. Annual
physical inventories are performed but the Department agrees that an effective front-
end covering new purchases and installations has not yet been implemented for the
central system. Central MIS is working to implement a procedure for capturing
hardware and software information from procurement through retirement for agency
information assets and plans to have implemented this procedure by the end of
summer 2002. Pending implementation of this inventory control improvement, the
Department is using a combination of central inventory data and Bureau inventory
reports to account for its inventory additions.”

Install a security filtering system or firewall on al PCswith Internet access.

Agency response: “The Department agrees that Internet access must be
controlled and plans to implement site and content filtering as part of its network
security infrastructure project. Based upon an aready approved security plan, this
project is expected to be completed in Fisca 2003 and will limit user access to
resources specified in central firewall policies. In the interim, stand-alone PC's used
to access the Internet dready have virus protection software and the Department is
reviewing the effectiveness of stand-alone firewall products that could be used until
the planned security infrastructure is implemented.”

10
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the ceatral MIS- m:}mhiy examination. : The ACCOUTLS: 1éentzfjed i thc ﬁud;t have: bedn dz%abicd or'_. -
deleted as appmpna’cg SR : : : '

'Remmmmdaiwn L o ' S _
Lockout system sefs aftar five lmsuccessfui atiempts G log (}I] m the gyﬁtem L

Agency _Respun‘se:

The historical temporary lockout of accounts after unsuccesshul login attempts provides 4 high -
degres of protéction ggainst unsuthorized fetwork ac,f,ms given the tirie {hat. W{mid beé wquucd
to break a iser password. However, the Department’ agrees th vit Tocking: wedoum s At .
proactively reactivated by o dormain admzmsmtor wzii furihcr enhzmce qecm;ty a‘nd hag ahcady
implemented fhis change. SRR R .




Audit Number 7A02m(}69 Amd[t R&pert on ihe BEP’S Eam Ceuter : iy .

Recommendaiwri e : : : :
Review the 1ppropua{encas of perm;ttmg as many a5 18 MIS persormel [0 have unhmzted
network access. - . : _

Ageney Response:

Ageney MIS ﬁmclmns are latgely decumml

techrical staff, The pumber of #é
While the nurnber of Jdmjmshmo;\; cqulrud m" '
Tiecessary in dcentralized one; Lm:’bu;,m{mmn agrs
evaludting administraiive privilogss acrbss ‘Lha, nemor}c io 3im1{ suu

a 'cca% to ag {cv» puxo mui_ )
a8 NeCeRsAry. R S .

Recommendation i - -
- Assign e urigoe password to edch sérver

Agency ﬁé’sp@r’a’s’e: ;

-~ The Depammam agreeq with this recommenéatwn and is a\%szcmng umqub paQbWDTd‘S {0 dam
center’ membcr servcr local administr a.ier acwunts :

Reeamm&ndaimn 9: : '
Reguiie that 41l Total server pawword% be Ehdﬂgcd cvm} 42 days

Agen'c}?:Réspénse:' B

The Depﬁrtmam agress with this recemmendatlon anc:'hac; medif 1ed ihe, exp;raucm c}'f p'mword‘s
for the two servers. : - : : .

Recommendation lﬁ _ _
Elirvinate unnecmsary geﬂm ic accounts

Ageney Resp'@hse:

systern and network aeftwarf, to Suppoﬂ System services Ehosc estab ?}cfl for empioyu, immmv
purpoaes spcmaf Workstzmcn meds suc%a as shamd scann s_fp‘rmicr and at’ﬂer opuatzna

and g ey cﬂuatm@ all "generic” accmjmq m reduge tim numbf:! Eo the mtmmum nece%aw -

.




Audxt Numhe: '?A@Z-{)Gf‘} Audzt Repmt {m ti"ze E)EP’@ ﬁaiz i:mﬁer o

Remmmeaéatmn 1 - S e : _
Establish formal procedures to ciocument and’ rt:port network dccess vzohtxons fmd iEVI{,’W anci wl
follow up on all ra,parted Acedsy violations, : S RIS

Agency -Kespangéz

The Dgpwmem agrees with this zecommem‘im;en amd miam 0 :mp}c,m:,m e '_
hardware, software aid formal policies/proceduses m'F‘e";ﬁ 2003 hat conply w
securlty infiastructire guidelines issied by the: Dmm 5 3(3‘{-'.Im‘a'sl'ig. stes-and
Technology and’ Telecormmunications. Thits pr nct fiready \ubmittcd to theCin cchnulogx
Steering Committee and based upbiv a plan dpprovcd b\: DOUD@]TT il m‘zab fe the Depar trmen;

to provide- netw ork deCd Internet acéess amd will auﬁmem exa%tmw mm’ mf ‘;ccum} Cammi

'Reeemmen&mﬁn 12:.

‘Complete and formially approvea dxsae‘cca rccovez}; piaﬁ {fmi th: netwa;k anid sofiwars ) Om:(, aar

the plan {s compieted and approved, DEP shodld penodma}iy testit. arﬁ documient thétesults to o

ensufe that the plan furictions as intended and 15 adaqua{f: | qmckiy resume computer operations - .

Wwithout material ia% of data.

A‘g’emy':iiespbhsei '

“T'né Depariment had prepared pEanmng documente foz cammgemy operations under system
‘failure conditions and for network and systems restoration from failure. These have’ b&‘,en tested,
The Départment agrees that the existing plans do noi i\iiiy COVEE: dzsa&ter contingencies andis
preparing a dlf;astcruspemfzc plafining dccument that w1 i %}e fermai y appmved nd pcrzo&m“hy
tested. : :

'.Remmmendatmn 13 o R L
-Mainiain acomplete and accurate Tist of al] C()mputer equipmcnt (mciudmg frE cqmpmmt fot
'yt installed)y and soffware licenses and perform an annua] mvcntory 10 cnsu:e thfst i phvs;cal
‘equpment matches the inventory records. - N : : S

Agency Respornise:

‘The Department instituted & centralized inventory system in Fiscalt-2001 and-hay beer wirking to’
Amprove its inventory functions. Anpial physma mventories dre performed Bt ihc ECP“.T{IETBHT '
agrees tHat an effeciive front-end covering new pumhaﬂeﬂ and mstaﬁatmm hias ot yet been
implemented for fhe central system. Central MIS 15 wm}\mg 0 Impiunem g pwctdum for: © -
capturing hardware and software mfonnatmn from pmcurcment tzmugh u,nmmcm. for agmcy L
Information assets and pians tohaved zmp emented tlm procedur@ by the emd af L“.umm:;r 20(}2

LY,



Auﬁit Numbei ’?A{}:Z (%a‘ 9 Audlt chcart o’ the I}’EE’”S Datd-f(?mmr

Pending m}plememdt;oza of this mventor} comm 1mpmvcmant fhc Dep'i dent is i
-combination of dential mventory datd dnd Bureau znvemorv rapor&s 0 acwunt fer its mv&mory
additions: : : : R

: Recommendaﬁs(}n M SRR . R
stali a ‘vLCUT‘t} fi ittl‘mé systcm of firewal § o ai] PC' W uhfin_{éme& aceess.

Agency -Riespﬂnse: '

" The: I)umrfmem RETCCS mt Iriterriet Access st bu contmﬁc& cnd o dns o mm?cment mc and
conient iﬁtezmg A5 part of its network security infras _'mc,wre pmj@ct Based :_Ipon arl ctiraady [
Capproved securzty plah; this project is expected 1o be Compiated _
Acerss to.resllirces %peczfaed in-central firewall pclicm% Ty g mtez‘im " cmd»ainnf: PO tged o
access the Intefnét alrsady Trave Vitus profection software and fhc Eepartment 1§ re\:ze‘wmg ihe -
- effectivensss of stand-alons fxrewdl] producis Ehat cozﬂd b used untﬁ e, pidnncd ecrity -
infrastructureis imp ememed : : :

i80a] 2003 and will Timit user.



